
2. Questions
Considering the content of both genuine.txt (with 50 pairs of fingerprint image file paths) and
impostor.txt (also with 50 pairs of fingerprints), please answer the following questions.

2.1. For each one of the 100 available pairs of fingerprint images (50 from genuine.txt and 50
from impostor.txt), provide the minutiae-based similarity score, as defined in slide 41 of the
presentation available at https://bit.ly/3PD35EZ. To present these scores, generate a single
output.csv file with 100 data lines; the first 50 data lines must be respective to the 50 lines of
genuine.txt, while the following 50 data lines must be respective to impostor.txt. Lines with
comments must start with “#”. The format of this file is explained in Figure 3 through an
example, and it follows the same format as the input files used in the first assignment. (4 points)



Figure 3. Expected content for output.csv. The scores and number of lines presented here are for the
sake of illustration.

2.2. Based on your obtained scores, what score threshold (a.k.a. operating point) should you
use for this system? Please explain your answer and describe how you have computed this
threshold. (1.5 points)

Ans:
The score threshold is set at 0.2692, which I determined by using the compute_sim_fmr_fnmr_eer
function from Assignment 1, Exercise 3. This function calculates the Equal Error Rate (EER), which is a
key performance metric in biometric systems. EER is the point at which the False Match Rate (FMR) and
False Non-Match Rate (FNMR) are closest, indicating a balance between the system’s tolerance for false
positives and false negatives. To find this value, I input the output.csv file into the function. The score of
0.2692 reflects the threshold where the biometric system achieves its optimal trade-off between these two
error rates.

2.3. Plot and provide a graph with the distribution of the scores obtained by the system. What is
the system’s d-prime value? (1.5 points)

Ans:
The system’s d-prime value is 4.07



2.4. Plot and provide a graph with the ROC curve and AUC of the system. Is this system
working better than chance? Please explain your answer. (1.5 points)

Ans:
This system is performing exceptionally well, with an AUC of 1, indicating perfect classification ability. In
an ROC curve, chance performance is represented by the dotted gray diagonal line, which signifies a
system with no discriminative power, resulting in an equal likelihood of making an error in either direction.
Any system that performs worse than this would have an ROC curve with an AUC less than the diagonal.
However, in this case, the curve reaches the maximum AUC, demonstrating that the system can
flawlessly distinguish between true positives and false positives, far surpassing random guessing.

2.5. In your opinion, would this solution be robust to fake fingerprints such as silicon fingers?
Please justify your answer. (1.5 points)

Ans:
In my opinion, this model is probably not robust enough to detect fake fingerprints, like those made from 
silicone. This limitation arises because our system only examines level 2 features, such as ridge endings 
and ridge bifurcations. Silicone fingers can closely mimic these features, but they generally do not include 
the finer details found in level 3 features. To effectively address the issue of silicone fingers, the model 
would need a high-resolution sensor capable of capturing level 3 features, along with the appropriate 
code to identify and analyze those details.




