[Question 1] (1 point)
(-..)

Without further information and based on your experience with biometric systems, what would
the “Score” outputs in debug mode convey? If you were to investigate and establish their meaning (e.g.,
distance, similarity, confidence, etc.), how would you proceed? Please describe it in detail. Consider
that you have the provided software fully operational and, therefore, you are able and free to enroll,
identify, and verify as many individuals as you want, in either regular or debug modes.
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[Question 2] (1 point)

How problematic would it be to deploy this fingerprint recognition system in the production environment
and let it run unwarily in debug mode? If someone were to exploit these exposed scores, how could
they attack the system? Please explain in detail.
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[Question 3] (1 point)
Considering the type of the system’s score (either similarity or distance), if you were to measure the
performance of this solution, how would you proceed? Please describe what metrics you would report

and what graphs you would generate.
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[Question 4] (1 point)

The managers of the hospital chain have decided to acquire the fingerprint recognition solution. The
discussion now involves (1) the need for presenting an identification card, along with the fingerprints, or
(2) simply presenting the fingerprints and letting the system find who the person is. Which of these two
situations is a case of biometric verification and which one is a case of biometric identification?

What are the pros and cons of each approach?

Citvation 1. 1§ biomeirc Ve icahon ds %m) are %\Uflﬂ on O Hin

e person'g ‘uolmm—%) and osked v march #ne. Knopr(prints .

Siation 2. <  piomeiC KA catien Wt pse %Du aré idlhﬁ&étn% ok

i ndividyal gin S neyocp fiodf alon - B eatdtic  (ehkcotion iy pasiec nm;_é_

158 Hme- ConBumine,  bJL Yoy Avt. @ivin A SkaNine _2aint o\hn{
(72 d [¢) .l

onle,- NOAVE Veri&{{ MM Unt {—sn?cf,?f.rﬂ-{ march . Hpulev ey il AN

wigmetric idinticication ybu don'k o't 4n S0, APord  someond

S -hoe |17  pecgose o MU reliel dn Aneg (Prin




[Question 5] (1 point)
The managers have finally decided to adopt a biometric verification approach. They are planning to
acquire a version of the system that uses a single-finger USB optical sensor, whose resolution is equal
to 1200 ppi, and an identification card reader. The complete specs say the software provides level-1,
level-2, and even level-3 features. Please explain what are these level-1, level-2, and level-3

features. Considering the biometric verification approach, which of these feature types is the least
useful? Please justify your answer.

s | :
\?J\k \ .. =- { J(G b I E} \( {\ l{) / {?;.i .0.. al /\!.r:: : 1‘{ p ,’Iq '-‘, JI.‘ .., v ~p g
P ) Q .’m = - .
) B-"Genk oy o)
\ut \ o), 'flﬁfr) @ o WS Uil el pe
h i == L
|*) rﬂ__\ jr() If.f) 2 Onyg 10 Bt fﬁ’f peet ‘}D}f\
— = ( = . d Vi - 4
N ¢ 1 | o "
Qorde\ya  Wousls  doda'vay S0 Neur  chin @
™~ N\ ~EANE |
‘H@J’Tk\d Lo [ym\ﬂ(:w Jrato), . f‘) L or (it

J('re;/\s] Bord  geor el Qunpp

[Question 6] (1 point)
After deciding to adopt a biometric verification approach, one of the hospital directors was wondering if
it would be possible to extend the system usage to the case of screenings, where a blacklist with the
fingerprints of drug addicts would be built and then checked every time a fingerprint is presented to the
system. Are there potential problems or ethical issues with this idea? Please justify your answer.
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[Question 7] (1 point)

Regardless of the problems and ethical aspects, are screenings closer to biometric verification or

biometric identification? Please explain your answer.
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[Question 8] (1 point)

To adapt the verification system to the case of screenings, the lead software engineer of your team has
come up with the following idea: wrap up the fingerprint matching routine in a loop and compare an
eventually presented fingerprint with every fingerprint template belonging to the blacklist. A drug
addict’s identity should be taken as the one whose template presents the largest level-2 similarity score

with the presented fingerprint. What is the major flaw in this solution? How would you fix it?
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[Question 9] (1 point)

An actual case of a scientific paper submitted to a conference. While proposing a novel solution for
fingerprint recognition, two authors devised an experimental setup where they collected many
fingerprint slaps from all the fingers belonging to a large set of different people. To generate genuine
and impostor pairs, they decided to adopt the following approach: impostor pairs were generated by
pairing individual finger slaps belonging to different people, and genuine pairs were generated by
pairing individual finger slaps belonging to the same person, to the same hand. With this configuration,
they provided a ROC curve of their solution over the collected dataset. Why was their paper a
straightforward reject? Please explain your answer.
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[Question 10] (1 point)

Are the two fingerprints below depicting the same individual? Please justify your answer by linking and
naming 5 or more similar structures within them. After you've done this process manually, please
explain why it is useful and important to program computers to do the same task.
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